False-Name-Proofness with Bid Withdrawal-

(Extended Abstract)

Mingyu Guo
Duke University
Department of Computer Science
Durham, NC, USA

mingyu@cs.duke.edu

ABSTRACT

We study a more powerful variant of false-name manipulation in In-
ternet auctions: an agent can submit multiple false-name bids, but
then, once the allocation and payments have been decided, with-
draw some of her false-name identities (have some of her false-
name identities refuse to pay). While these withdrawn identities
will not obtain the items they won, their initial presence may have
been beneficia to the agent’s other identities. We defin a mecha-
nism to be false-name-proof with withdrawal (FNPW) if the afore-
mentioned manipulation is never beneficial FNPW is a stronger
condition than false-name-proofness (FNP).

We discuss the relation between FNP and FNPW in general com-
binatorial auction settings. We also propose the maximum marginal
value item pricing (MMVIP) mechanism, which we prove is FNPW.
(The full version contains a number of other results.)
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1. INTRODUCTION

The line of research on preventing manipulation via multiple
fictitiou identities in Internet auctions was explicitly framed by
the groundbreaking work of Yokoo et al. [9]. Extending strategy-
proofness—the concept of ensuring that it is always in a bidder’s
best interest to report her valuation function truthfully—the authors
defin an auction mechanism to be false-name-proof if the mech-
anism is not only strategy-proof, but also, under this mechanism,
an agent cannot benefi from submitting multiple bids under false
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names (fictitiou identities). The authors also extended the reve-
lation principle [4] to incorporate false-name-proofness. That is
(roughly stated), in settings where false-name bids are possible,
it is without loss of generality to focus only on false-name-proof
mechanisms.

Several false-name-proof mechanisms have been proposed for
general combinatorial auction settings (settings where multiple items
are for sale at the same time, and agents can express valuation
functions for the items that exhibit substitutability and comple-
mentarity).These are the Set mechanism [7], the Minimal Bundle
(MB) mechanism [7], and the Leveled Division Set (LDS) mech-
anism [8]." Other work on false-name-proofness includes the fol-
lowing. For general combinatorial auction settings, Yokoo [7] and
Todo et al. [5] characterized the payment rules and the allocation
rules of false-name-proof mechanisms, respectively. False-name
proofness has also been studied in the context of voting mecha-
nisms [2, 6]. Finally, Conitzer [1] proposed the idea of preventing
false-name manipulation by verifying the identities of certain lim-
ited subsets of agents.

Focusing primarily on combinatorial auctions, this paper con-
tinues the line of research on false-name-proofness by consider-
ing an even more powerful variant of false-name manipulation: an
agent can submit multiple false-name bids, but then, once the al-
location and payments have been decided, withdraw some of her
false-name identities (have some of her false-name identities refuse
to pay). While these withdrawn identities will not obtain the items
they won, their initial presence may have been beneficia to the
agent’s other identities, as shown in the following example:

Example 1. There are three single-minded agents 1, 2, 3 and two
items A, B. Agent 1 bids4 on {A, B}. Agent 2 bids 2 on { B}. Let
us analyze the strategic options for agent 3, who is single-minded
on {A}, with valuation 1. (That is, VS C {A, B}, agent 3’s val-
uation for S is 1 if and only if {A} C S.) The mechanism under
consideration is the VCG mechanism.

If agent 3 reports truthfully, then she wins nothing and pays noth-
ing. Her resulting utility equals 0. If agent 3 attempts “traditional”
false-name manipulation, that is, submitting multiple false-name
bids, and honoring all of them at the end, then her utility is still at
most 0: if 3 wins both items with one identity, then she has to pay
at least 4 (while her valuation for the items is only 1); if 3 wins
both items with two identities (one item for each identity), then the
identity winning { B} has to pay at least 2; if 3 wins only { B} or
nothing, then her utility is at most 0; if 3 wins only {A} (in which
case {B} has to be won by agent 2), then 3’s winning identity’s
payment equals the other identities’ overall valuation for {A, B}

'A very recent paper [3] introduces a new mechanism called the
ARP mechanism. However, this mechanism requires the additional
restriction that agents are single-minded.



(at least 4), minus 2’s valuation for { B} (which equals 2). That is,
in this case, 3 has to pay at least 2. So, overall, 3’s utility is at most
0 if she honors all her bids.

However, agent 3 can actually benefi from submitting multiple
false-name bids, as long as she can withdraw some of them. For
example, 3 can use two identities, 3a and 3b. 3a bids 1 on {A}.
3b bids 4 on {B}. At the end, 3a wins {A} for free, and 3b wins
{B} for 2. If 3 can withdraw identity 3b (e.g., by never checking
that e-mail account anymore), never making the payment and never
collecting { B}, then, she has obtained { A} for free.

If we wish to guard against manipulations like the above, we
need to extend the false-name-proofness condition. We refer to the
new condition as false-name-proofness with withdrawal (FNPW). It
requires that, regardless of what other agents do, an agent’s optimal
strategy is to report truthfully using a single identity, even if she has
the option to submit multiple false-name bids, and withdraw some
of them at the end of the auction.

To our knowledge, this stronger version of false-name-proofness
has not previously been considered. Whether it is more or less
reasonable than the original version depends on the context. For
example, in an auction, it may be possible to require each partici-
pant to place the amount of her bid in escrow, which would prevent
manipulation based on withdrawal. However, in some auction con-
texts, such an arrangement would be too unattractive to the bidders;
it also reduces the anonymity of bidding. Additionally, if we are in
a setting where the payments are not monetary, but rather are in
terms of performance of future services, then it is not possible to
put the payments in escrow.

In any case, FNPW is a useful conceptual tool for analyzing
false-name-proof mechanisms. This paper also contributes to the
research on false-name-proofness in the traditional sense. Since
FNPW is stronger than FNP, the MMVIP mechanism we propose
in this paper should be of interest in the FNP context as well.

2. RELATION BETWEEN FNP AND FNPW
We start with definin both FNP and FNPW.

Definition 1. FNP. A mechanism is FNP if and only if under it,
for any agent, truthful reporting using a single identifie is always at
least as good as submitting multiple false-name bids (and honoring
all of them).

Definition 2. FNPW. A mechanism is FNPW if and only if un-
der it, for any agent, truthful reporting using a single identifie is
always at least as good as submitting multiple false-name bids and
then withdrawing some of them.

THEOREM 1. FNPW is equivalent to FNP plus the following
condition: Others’ bids do not help (OBDNH): An agent’s utility
for reporting truthfully does not increase if we add another agent.

Among the three existing FNP mechanisms for general combi-
natorial auction settings, the Leveled Division Set (LDS) mecha-
nism [8] does not satisfy OBDNH, while the Set mechanism [7] and
the Minimal Bundle (MB) mechanism [7] both satisfty OBDNH.
That is, LDS is not FNPW in general, while Set and MB are FNPW.

In Yokoo et al. [9], it was shown that the following submodular-
ity condition is sufficien for the VCG mechanism to be FNP.

Definition 3. Submodularity [9]. For any set of bidders Y,
whose types are drawn from ©, for any two bundles S1, S2, we
have U(Sl,Y) + U(Sg, Y) > U(S1 U SQ,Y) =+ U(S1 N SQ, Y)
Here, U(S,Y) is define as the total utility of bidders in Y, if we
allocate items in S to these bidders efficientl .
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Actually, submodularity is also sufficien for the VCG mecha-
nism to be FNPW. Moreover, unlike for FNP, in the case of FNPW,
the converse also holds—if VCG is FNPW, and additionally the
type space contains the additive valuations (those valuations which
value any bundle at the sum of the values of its elements, with no
complementarity and no substitutability), then the type space must
satisfy the submodularity condition.

3. MAXIMUM MARGINAL VALUE ITEM
PRICING MECHANISM

In this section, we introduce a new FNPW mechanism.

Definition 4. Maximum marginal value item pricing mech-
anism (MMVIP): Under MMVIP, an agent faces a posted price
mechanism. We use v(i, S) to denote agent ¢’s valuation for bun-
dle S. We use p(i,5) to denote the price of bundle S offered to
agent i. p(4, S) is define as follows:

P(i,S) = ,co (i {5)
(i {s}) = maxmax (0, 70 {s}) - v(3. 7))

That is, MMVIP uses item pricing, and the price an agent faces
for an item is the maximum possible marginal value that any other
agent could have for that item, where the maximum is taken over
all possible allocations.
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